2020 NJGSS
NETWORK USER AGREEMENT

Drew University's computing and network resources are provided for the use of faculty, students and staff for academic purposes. The privilege of use by a student is not transferable to another student, to an outside individual, or to an outside organization. Misuse of technology is considered a serious judicial offense at Drew and carries sanctions for anyone found in violation of the university's policy.

As a member of the NJGSS and the Drew community, there are rules and policies which you must abide by to keep the network secure and available for all to use, and to maintain an atmosphere where all are welcome. Your use of Drew's networking services connects you to the entire Drew community and to the world via the Internet, and therefore reflects on you and on the institution.

Please take these responsibilities seriously and read this agreement carefully.

1. Drew University's computing and network resources, which include uLogin credentials, are to be used for fulfilling the university's academic mission. It is intended to be used as a tool to enhance your education and is not available for unrestricted use for other purposes. Non-academic use will always be restricted in favor of academic usage when the situation dictates.

2. The computing and network resources are provided exclusively to you as a member of the NJGSS and the Drew community. Your network identity and uLogin account uniquely identify you, and are not transferable to other members of the Drew community or to people outside of Drew.

3. Protect your uLogin password or other credentials at all times. You will be held responsible for all activities which occur with your uLogin account.

4. You must comply with federal, state, and local laws and ordinances including U.S. copyright law.

5. Contents of personal files may be accessed by programs designed to do heuristic searches for materials. Files may be individually searched for investigative purposes only when ordered by a court of competent jurisdiction or when there is an alleged violation of university regulations and the search is authorized by the Dean of the College, Graduate School, or Theological School, the Dean of Student Life or their designated representatives.
6. Malicious use of technology is strictly forbidden. This includes but is not limited to: sending harassing or threatening messages; attempting to forge messages, crack passwords, intercept data or circumvent server security; sending bulk unsolicited email, or sending data intended to disrupt services.

Your signature below is an indication that you have read, understand and agree to the terms of the above policy.

__________________________________________
Name of Scholar (Please PRINT)

__________________________________________
Signature of Scholar

__________________________________________
Date

This form must be signed and returned via email (govschool@drew.edu) by 6/15/2020.